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Today’s Presenters

• Nicholas Voudouris - Chief Executive Officer, Australian Association of Practice Management 

• Heather McDonald – Director of Education & Adoption, Australian Digital Health Agency  

• Paul Carroll – Program Manager Diagnostic Solutions, Australian Digital Health Agency  

• Kellie-Anne Thomas – National PHN Liaison Coordinator, Australian Digital Health Agency  

This is an interactive session. Please write your questions at any time in the chat box. 
Due to the high volume of attendees joining us today we may not be able to answer 

your question within time, but a written response will circulated out with 
presentation slides & recording in approximately 7 days time. 



Learning outcomes

• Understand the features & benefits of the 
national My Health Record system

• Discuss benefits of the My Health Record 
with patients and provide information 
about opt-out

• Recognise consent obligation, legislation 
requirements and security features in place 
to protect the My Health Record system



Poll time - Amongst the audience… 

• What type of clinic do you work at? 

• Is your practice/workplace connected to the My Health Record system?



System operator - The Australian Digital Health Agency

The Australian Digital Health Agency is funded by all Australian Governments. It 
designs and operates national digital health services and set data standards that: 

o Give consumers more control of their health and care when they wish it

o Connect and empower healthcare professionals

o Promote Australia’s global leadership in digital health and innovation

The Agency reports to its Board, appointed by the Federal Minister of Health. 

The Agency is the System Operator for the My Health Record, and a number of 
other clinical information systems and standards, and commenced operations on 1 
July 2016. 



National Digital Health Strategic Priorities: 2018 – 2022



Why do we need a national My Health Record system?

Every year Australians have an average of 22 
interactions with the health system, including:

• 4 visits to a GP

• 12 prescriptions

• 3 visits to a specialist

Often the information from these visits is held in 
paper-based records in separate locations and most of 
these records are not shared electronically

Approximately 13% of 
healthcare provider 
consultations have 
missing information

AIHW: Australia’s Health 2016: https://www.aihw.gov.au/getmedia/9844cefb-7745-4dd8-9ee2-f4d1c3d6a727/19787-AH16.pdf.aspx?inline=true



What is My Health Record?

05

04

03

02

01

It is a repository of documents and a summary of an individual’s key health information –

it can be shared securely online between the individual and their healthcare providers

It is protected – by legislation 

and is more secure than internet 

banking

It is accessible at all times – including 

at point of care 

It is personally controlled – the individual has a say in what 

gets uploaded, what stays in their record and who can see 

their record

It is part of a national system – an individual’s My Health Record travels with 

them wherever they are and no matter which registered healthcare provider 

they are seeing



My Health Record is not meant to replace direct 
communication between healthcare providers. It is another 

source of health information that you may not have 
otherwise been able to access.

Enhancing not replacing





What’s in a My Health Record?  



Providers Medicare
Individual OR 

their representative

o Clinical 
Documents

o Medicare claims

o PBS information

o Organ Donor 
decisions

o Immunisations 
(AIR)

o Emergency Contact Details

o Advance Care Plans

o Advance Care custodian

o Personal Health Summary

o Personal Health Notes

Types of information contained in a My Health Record



Clinical document types



Diagnostic reports - What’s being introduced?

• Radiology and pathology reports will still be sent directly to GPs via the usual 
process

• However, diagnostic reports will now also be uploaded directly to My Health 
Record

• Patients and any healthcare professional involved in their care will be able to 
access the reports wherever and whenever they need it

• Healthcare professionals will be able to view the reports as soon as they are 
uploaded to My Health Record

• For seven days following the upload of a pathology or diagnostic imaging 
report, the consumer will be able to see that the report exists, but will not be 
able to open it.

• Reports will only be visible to patients through their My Health Record after 
7 days. 



www.myhealthrecord.gov.au/about/who-is-using-digital-health/diagnostic-imaging-and-pathology-providers-uploading-my-health

Diagnostic reports in My Health Record 8 Jul 2018

Pathology reports 1,733,295

Path labs connected 134

Diagnostic Imaging reports 158,918

Diagnostic imaging practices connected 116

http://www.myhealthrecord.gov.au/about/who-is-using-digital-health/diagnostic-imaging-and-pathology-providers-uploading-my-health


If a patient wishes to withdraw consent…
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• tell the requesting doctor, or

• check the Do not send reports to My Health Record box 
on the request form, or 

• write “Do not send reports to My Health Record” on the 
request form, or

• tell staff at pathology collection centre/ diagnostic imaging 
practice.



Requesting software being updated to support communications

 The table below displays products and versions where the `Do Not Send Reports to My Health Record’ 
functionality was introduced

 Other clinical information system software vendors are currently in the process of updating their solutions and 
should advise clients when the changes are going live.

Product
Pathology Diagnostic Imaging

Paper Request E-Request Paper Request E-Request
Best Practice 
Premier

1.8.8.810 (LAVA SP3) 1.8.8.810 (LAVA SP3) 1.8.8.810 (LAVA SP3) 1.8.8.810 (LAVA SP3)

Communicare 18.1 n/a 18.1 n/a

Genie 9.08 n/a 9.08 n/a

Gentu Rel 18 May 18 n/a n/a n/a

Global Health –
Primary Clinic

3.3.9 n/a 3.3.9 n/a

Medical Director 3.17.2 (except Cytology) 3.17.2 (except Cytology) TBC TBC

Stat Health 3.11 n/a 3.11 n/a

Zedmed 29 n/a 29 n/a

https://www.myhealthrecord.gov.au/about/who-is-using-digital-health/diagnostic-imaging-and-pathology-providers-uploading-my-health

https://www.myhealthrecord.gov.au/about/who-is-using-digital-health/diagnostic-imaging-and-pathology-providers-uploading-my-health


Consumer waiting room resources
Pathology and diagnostic imaging 
collateral, including an A2 poster and DL 
brochure, can now be ordered by PHNs 
and GP practices through the Agency's 
new print-on-demand portal, established 
with printing partner IMMIJ.
The online ordering portal can be 
accessed at myhealthrecord.immij.com.

Additional Pathology and diagnostic 
imaging collateral is available by accessing 
the 'Stakeholder materials' section of the 
My Health Record website. 

http://news.digitalhealth.gov.au/c/4/?T=Mzc3Nzc5MjU:MDItYjE4MTkzLTVhOTdlOGU2YjIwYzRjZGNiZTY1MDJiZWFkMjg5OTJj:cGF1bC5jYXJyb2xsQGRpZ2l0YWxoZWFsdGguZ292LmF1:Y29udGFjdC1mYmE4Mjc3MTU2OTRlNzExODEzOWUwMDcxYjY3ZjZkMS1jYzA3ZjZhYTZhYzM0YjM1YTRjNmU1MDA5ZWFmNzgzZg:ZmFsc2U:Mw::aHR0cHM6Ly93d3cubXloZWFsdGhyZWNvcmQuZ292LmF1L3NpdGVzL2cvZmlsZXMvbmV0NDIwNi9mL3N0YWtlaG9sZGVyLW1hdGVyaWFscy9oZDEzNV9yYWRpb2xvZ3lfY2xpbmljaWFuX3Bvc3Rlcl8xLjJfYTJfcHJpbnQucGRmP19jbGRlZT1jR0YxYkM1allYSnliMnhzUUdScFoybDBZV3hvWldGc2RHZ3VaMjkyTG1GMSZyZWNpcGllbnRpZD1jb250YWN0LWZiYTgyNzcxNTY5NGU3MTE4MTM5ZTAwNzFiNjdmNmQxLWNjMDdmNmFhNmFjMzRiMzVhNGM2ZTUwMDllYWY3ODNmJmVzaWQ9NmYzYjM0NGQtOWM4NS1lODExLTgxNWUtZTAwNzFiNjZhNTQx&K=dkECGotrd-W1ods2jDKfzw
http://news.digitalhealth.gov.au/c/4/?T=Mzc3Nzc5MjU:MDItYjE4MTkzLTVhOTdlOGU2YjIwYzRjZGNiZTY1MDJiZWFkMjg5OTJj:cGF1bC5jYXJyb2xsQGRpZ2l0YWxoZWFsdGguZ292LmF1:Y29udGFjdC1mYmE4Mjc3MTU2OTRlNzExODEzOWUwMDcxYjY3ZjZkMS1jYzA3ZjZhYTZhYzM0YjM1YTRjNmU1MDA5ZWFmNzgzZg:ZmFsc2U:NA::aHR0cHM6Ly93d3cubXloZWFsdGhyZWNvcmQuZ292LmF1L3NpdGVzL2cvZmlsZXMvbmV0NDIwNi9mL3N0YWtlaG9sZGVyLW1hdGVyaWFscy9oZDE0NF9wYXRob2xvZ3lyYWRpb2xvZ3lfY29uc3VtZXJfZGxfZmx5ZXJfMS4xX3ByaW50X2Nyb3BzLnBkZj9fY2xkZWU9Y0dGMWJDNWpZWEp5YjJ4c1FHUnBaMmwwWVd4b1pXRnNkR2d1WjI5MkxtRjEmcmVjaXBpZW50aWQ9Y29udGFjdC1mYmE4Mjc3MTU2OTRlNzExODEzOWUwMDcxYjY3ZjZkMS1jYzA3ZjZhYTZhYzM0YjM1YTRjNmU1MDA5ZWFmNzgzZiZlc2lkPTZmM2IzNDRkLTljODUtZTgxMS04MTVlLWUwMDcxYjY2YTU0MQ&K=uJhi3OgDsAoQvi31CAo-6Q
http://news.digitalhealth.gov.au/c/4/?T=Mzc3Nzc5MjU:MDItYjE4MTkzLTVhOTdlOGU2YjIwYzRjZGNiZTY1MDJiZWFkMjg5OTJj:cGF1bC5jYXJyb2xsQGRpZ2l0YWxoZWFsdGguZ292LmF1:Y29udGFjdC1mYmE4Mjc3MTU2OTRlNzExODEzOWUwMDcxYjY3ZjZkMS1jYzA3ZjZhYTZhYzM0YjM1YTRjNmU1MDA5ZWFmNzgzZg:ZmFsc2U:NQ::aHR0cDovL215aGVhbHRocmVjb3JkLmltbWlqLmNvbT9fY2xkZWU9Y0dGMWJDNWpZWEp5YjJ4c1FHUnBaMmwwWVd4b1pXRnNkR2d1WjI5MkxtRjEmcmVjaXBpZW50aWQ9Y29udGFjdC1mYmE4Mjc3MTU2OTRlNzExODEzOWUwMDcxYjY3ZjZkMS1jYzA3ZjZhYTZhYzM0YjM1YTRjNmU1MDA5ZWFmNzgzZiZlc2lkPTZmM2IzNDRkLTljODUtZTgxMS04MTVlLWUwMDcxYjY2YTU0MQ&K=tkJZtlHHSV0VhRiJzbzUrw
http://news.digitalhealth.gov.au/c/4/?T=Mzc3Nzc5MjU:MDItYjE4MTkzLTVhOTdlOGU2YjIwYzRjZGNiZTY1MDJiZWFkMjg5OTJj:cGF1bC5jYXJyb2xsQGRpZ2l0YWxoZWFsdGguZ292LmF1:Y29udGFjdC1mYmE4Mjc3MTU2OTRlNzExODEzOWUwMDcxYjY3ZjZkMS1jYzA3ZjZhYTZhYzM0YjM1YTRjNmU1MDA5ZWFmNzgzZg:ZmFsc2U:Ng::aHR0cHM6Ly93d3cubXloZWFsdGhyZWNvcmQuZ292LmF1L2Zvci1oZWFsdGhjYXJlLXByb2Zlc3Npb25hbHMvc3Rha2Vob2xkZXItbWF0ZXJpYWxzL3BhdGhvbG9neS1hbmQtZGlhZ25vc3RpYy1pbWFnaW5nP19jbGRlZT1jR0YxYkM1allYSnliMnhzUUdScFoybDBZV3hvWldGc2RHZ3VaMjkyTG1GMSZyZWNpcGllbnRpZD1jb250YWN0LWZiYTgyNzcxNTY5NGU3MTE4MTM5ZTAwNzFiNjdmNmQxLWNjMDdmNmFhNmFjMzRiMzVhNGM2ZTUwMDllYWY3ODNmJmVzaWQ9NmYzYjM0NGQtOWM4NS1lODExLTgxNWUtZTAwNzFiNjZhNTQx&K=NaRLFD9qV2CzwcRAYaDwhQ




Shared Health Summaries – represents a consumer’s health status 
at a point in time 



Auto-population of clinical information

You do not need to enter clinical information twice; it auto-populates from the local medical record.



Creating and uploading SHS: tips for maintaining quality health records
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 Allocate time in non-busy periods to check health records.

 Allocate a dedicated resource with medical knowledge to 
maintain quality health records.

 Verify demographic information with the patient before 
and during a consultation.

 Use a print-out of the patient health summary to allow 
the patient to verify its accuracy and suggest 
amendments between or prior to visits with the clinician.

 Formalise clinical coding and agree standards and 
conventions for recording patient information on clinical 
software e.g. using drop-down lists or standard terms.

 Record results and assessments in the right 
place, including diabetes reviews, health 
assessments, pap smears, mammogram, faecal 
occult blood screening and International 
Normalised Ranges.

 Conduct scheduled audits of health records.

 Archive records of inactive and deceased 
patients.

 Use tools through your practice software or 
middleware



Mooroolbark Medical Centre – Sarah’s success story

Read more: https://www.emphn.org.au/news-events/news/implementing-my-health-record-in-general-practice-

mooroolbark-medical-centres-success-story

The implementation process included:

- Workflow chart that outlines responsibilities;

- Brief patient permission form for patients       
(including a tear off section which informs the receptionist 

to create a My Health Record before the GP consultation 
starts);

- Patient information on My Health Record 

- A script for receptionists to explain My Health Record to 
patients.

“When you explain it to the patients in simple terms they are really receptive.”

https://www.emphn.org.au/news-events/news/implementing-my-health-record-in-general-practice-mooroolbark-medical-centres-success-story
https://www.emphn.org.au/images/uploads/My-Health-Record-Workflow-002.pdf
https://www.emphn.org.au/images/uploads/files/YELLOW-SLIP.docx


Success Story – North Mitcham Clinic

“Certainly, get in contact with your PHN and get 
some training, and some resources and 
explanations.

“I would definitely go with the idea of choosing one 
doctor or one nurse, or choosing two or three staff 
members who would be keen to assist and to train 
others,” 

Sarah 

Read more:
https://www.emphn.org.au/news-events/news/emphn-assists-north-mitcham-clinic-to-
my-health-record-success

https://www.emphn.org.au/news-events/news/emphn-assists-north-mitcham-clinic-to-my-health-record-success


My Health Record Opt-Out participation



This year, every individual with a Medicare or Department of 
Veterans’ Affairs card will get a My Health Record unless they 

tell us they don’t want one. 

A three month opt-out period will be held from 16 July to 15 
October. During this period, those individuals who do not want 

to have a My Health Record can opt out by:

Going to www.MyHealthRecord.gov.au or 
calling the Help line on 1800 723 471



My Health Record Opt Out options

During the 3 month opt-out window consumers will be able to:

• login to the My Health Record online portal to record their decisions –
the portal will be mobile enabled

• Call the  My Health Record phone number to speak with a dedicated My 
Health Record customer service representative 1800 723 471

Forms will be provided on request, and additional support will be provided 

to Aboriginal and Torres Strait Islanders, people from non-English speaking 
backgrounds, people with limited digital literacy, and those living in rural 

and remote regions. 



My Health Record Expansion GP & Pharmacy Toolkits 

10,000 General Practices 5,738 Pharmacies

1 x Cover Letter

1 x Landscape Poster

1 x Portrait Poster

2 x Window Decals (two per sheet)

100 x DL Brochures

1 x Table Tent Cards

50 x General factsheets

100 x Security & Privacy factsheets

2 x GP Provider factsheets

5 x roll of stickers (100 stickers)

10 x Tear off note pads (50 sheets per notepad)

3 x brochure holders

1 x Cover Letter 

10 x Tear off note pads (50 sheets per notepad)

1 x Pharmacist Provider factsheets

5 x roll of stickers (100 stickers)

**Additional factsheets & translated material will be available via print on demand. Login details will be 
included in the cover letter. 



Range of resources in the toolkit 

Posters for use at practice

Security & Privacy fact sheet Note-pads 
Benefits & information about opt-out channels 

GP fact sheet



If an individual opts 

out during the three 

month window 

between 16 July –

15 October a My 

Health Record will 

not be created for 

them.

For those who do 

not opt-out, a My 

Health Record will 

be created. 

However it will not 

have any content. 

The My Health 

Record activates 

when it is accessed 

by a health provider 

or the individual. 

Two years of 

Medicare and PBS 

is added to the 

Record.

An individual can 

cancel their My 

Health Record at 

any time. It will be 

archived in 

accordance to 

legislation.

Individuals who have 

opted out, or 

cancelled can 

choose to re-engage 

with the My Health 

Record system.

What happens after the MHR Expansion opt-out period?

Record Creation ActivationRecord creation Cancellation Re-activation



My Health Record: Consent, access controls and 
benefits for consumers



Patient consent

Authority to access Authority to upload

A provider is authorised by law to view a My 
Health Record without seeking consent each 
time, if:

1. The provider is permitted by the 
organisation to access the My Health Record 

2. The provider is accessing in order to provide 
healthcare to the patient

3. The patient has not restricted access to the 
record

A provider is authorised by law to upload 
clinical documents without gaining consent 
of the patient each time.

Providers who have a legitimate reason to access the system (e.g. provide care to 
a patient) are authorised to do so subject to patients access controls.

A patient may instruct you that a particular 
clinical document not be uploaded. If they 
do it cannot be uploaded



Patient consent:  individuals aged between 14-17 years 

• Authorised representatives (e.g. parent/legal guardian) will have control of their 
child’s record from 0-14 years

• After 14 years, a child can choose to take control of their My Health Record, if 
they choose not to, their authorised representative can continue to manage it 
until they turn 18

• If a 14-17 year old does not take control of their My Health Record, no new 
Medicare information will flow to their My Health Record

Children



My Health Record Representatives
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Access for nominated representatives is selected by the individual – access levels 
include:

–General Access – view all documents, except those marked as restricted.

–Restricted Access – view all documents, including those marked as restricted.

–Full Access – view all documents and make additions and changes.

• An Authorised Representative 

– is a person who has applied to, and satisfied, the System Operator that they have parental or legal 
authority, or is otherwise appropriate, to act on behalf of an individual. 

• A Nominated Representative 

– is a person that has been chosen by the individual to assist with managing the individual’s My 
Health Record (various levels of access permissions) , and they are required to act in accordance 
with the will and preferences of the person they represent.



Individuals control who has access to their My Health Record

They can choose to restrict access 
to specific documents in their My 
Health Record by establishing a 

code (LDAC).

Any Organisation given the LDAC 
can access those documents

They can restrict access to their 
record by establishing a code

(RAC) that will mean only 
organisations given the code can 

access any part of their My Health 
Record 

They can subscribe to SMS or 
email alerts that report in real 

time when a new health provider 
organisations accesses their My 

Health Record

All instances of access to My 
Health Record are monitored and 

logged



Features and benefits for consumers 

• 24/7 access

• Withholding consent to upload

• Removing Documents

• Limiting Access

• Tracking Access



Emergency Access

Under emergency access, a registered healthcare organisation can access all 
information in My Health Record except for:

• Documents that have been removed by an individual, and

• Information entered by the individual in the Personal Health Notes 
section of their My Health Record.

Emergency access is:

• available regardless of any access controls set by the healthcare recipient

• granted for five days from the time the organisation asserts an emergency exists

• logged for audit purposes



My Health Record – Legislation, Privacy & Security



The My Health Record system operates under the 

My Health Records Act 2012 and The Privacy Act 1988.

The Acts establish:

- The role and functions of the system

- A registration framework

- A privacy framework



Medico-legal concerns

Uploading inaccurate 
information

Penalties for misuse

Healthcare providers are under an 
obligation to take reasonable steps to 
upload accurate and up-to-date 
information (this is an obligation that 
exists already when sharing patient 
information with other providers)

Healthcare providers who have a legitimate 
reason to access the system (e.g. provide 
care to a patient) are authorised to do so. 

Reckless or intentional misuse may be 
subject to penalties up to $126,000 for 
individuals; $630,000 organisations 

The Australian Medical 
Association (AMA) has 
released some guidance 
to assist medical 
practitioners on how to 
use the My Health 
Record: 
https://ama.com.au/arti
cle/ama-guide-using-
pcehr

https://ama.com.au/article/ama-guide-using-pcehr


Medico-legal concerns

Acting on incorrect 
information

Information in the My Health Record is 
to aid clinical decision-making

Providers should rely on their own 
clinical judgement when using third 
party information

The My Health Record does not replace 
existing communication methods with 
the patient or other healthcare 
providers



Medico-legal concerns

Do I need to download My 
Health Record documents 

if my patient files are 
subpoenaed?

Information in the My Health Record 
does not form part of your local patient 
records and a patient’s My Health 
Record is only to be accessed in the 
provision of healthcare.

Documents previously downloaded and 
stored in your local systems are 
considered to be local records and may 
be required as part of the subpoena.



Security

Strong 
encryption

Firewalls

Secure login / 
authentication 
mechanisms

Audit logs



Putting policies in place

Your organisation will need to develop, maintain, enforce and communicate to staff written policies 
relevant to the My Health Record system to ensure that interactions are secure, responsible and 
accountable.

There are sample policy templates on the Agency’s website, including:
• Sample Data Records and Clinical Coding Policy
• Sample Policies and Procedures for the Use of NASH PKI Certificates
• Sample My Health Record Security and Access Policy

www.digitalhealth.gov.au > Getting Started with Digital Health > Registration > Registration Workbooks

http://www.digitalhealth.gov.au/


Summary points on privacy and security

• A record can only be accessed by Healthcare providers providing healthcare 
to a patient 

• There are strict sanctions for misuse, including civil and criminal penalties 
such as imprisonment and/or fines ($126,000 for an individual and $630,000 

for organisations). 

• Access history is recorded, including who accessed the record, when it was 
accessed and what actions were taken

• Your patients can choose to be notified when their My Health Record is 
accessed or updated 

Access to My Health Record is limited to provisions in the law



My Health Record: Secondary use of data



My Health Record Secondary Use Framework

In May 2018, the Department of Health released the Framework to guide the 

secondary use of My Health Record system data. This framework provides a 

guide to the use of data held within the My Health Record for the purposes of 

research or public health.

The framework outlines the establishment of a Governance Board, sets the Data 

Custodianship to the Australian Institute of Health and Wellbeing, and provides a 

clear set of rules governing access.



Key principles for the secondary use of My Health Record data

Consumers can opt out of having their MHR data used for secondary purposes.

• This is located on your personal settings page

Consumers who have cancelled their record will not have their record used for 

research purposes



Next steps and summary



Key messages – when you are discussing My Health Record with your 
patients

① Focus on the benefits to consumers 

(e.g. in an emergency; or when travelling)

② Inform about security and privacy 

③ Explain that you can opt out or cancel

④ Refer for further information 

MESSAGES

THE 4 KEY 

Who has access 

to the record

What the record 

contains

How the

record is 

populated

Security / integrity 

of the system

How the

record is 

accessed

Other questions 

about 

management & 

administration of 

record



A team approach

• Practice Managers write the Digital Health 
policy & train staff

• Registrars & nurses may be able to help clean 
up data

• Nurses, Registrars, GPs & Aboriginal and Torres 
Strait Islander Health Practitioners upload to 
the My Health Record



Data Quality Checklist
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Tip: Recall regular patients and make 
appointment for a health check to update 
and upload their health summary. 

Data Quality Checklist

CAT4 Recipes

Pen CAT4 Summary Sheet

https://www.digitalhealth.gov.au/using-the-my-health-record-system/digital-health-training-resources/guides/data-quality-checklist-for-active-patients/
http://help.pencs.com.au/display/CR/CAT+RECIPES
http://trainitmedical.com.au/what-we-train/programs-that-connect


Summary

• My Health Record is a summary of an individual’s information – does not 
replace direct communication with patients and other healthcare providers

• Embrace & use the My Health Record system – remind your team to view 
patients’ My Health Record and upload Shared Health Summary

• Outline features & benefits of the My Health Record to your patients – assist 
individuals make informed decision opt-out 



Questions



Help Centre 1300 901 001
8am–6pm Monday to Friday AEDT

Email help@digitalhealth.gov.au

Website www.digitalhealth.gov.au

Twitter https://twitter.com/AuDigitalHealth

Contact Us

mailto:help@digitalhealth.gov.au
http://www.digitalhealth.gov.au/
https://twitter.com/AuDigitalHealth



